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Introduction 
The Privacy Act (Revised Statutes of Canada, Chapter A–1, 1985) was proclaimed on July 1, 
1983. The Privacy Act extends to individuals the right of access to information about themselves 
held by federal institutions, again subject to specific and limited exceptions. The law also protects 
the individual’s privacy by preventing others from having access to personal information and gives 
individuals substantial control over its collection and use. 
 
This Annual Report to Parliament on the Privacy Act (the “Act”) is prepared and tabled in 
Parliament in accordance with section 72 of the Act and covers the period from April 1, 2024 to 
March 31, 2025. 
 
Canada Enterprise Emergency Funding Corporation (“CEEFC” or the “Corporation”) became 
subject to the Privacy Act on May 11, 2020. 
 
Canada Enterprise Emergency Funding Corporation (“CEEFC”) manages the Large Employer 
Emergency Financing Facility (“LEEFF”) program designed to provide bridge financing and 
assist in the recovery of Canada’s largest employers from the economic impact of the COVID-
19 pandemic. Established in May 2020, CEEFC is led by a President and CEO. Employees of 
CDEV provide management services to CEEFC through a services agreement, along with 
external legal and financial advisors. In March 2025, CEEFC was mandated by the Government 
of Canada to establish and administer the Large Enterprise Tariff Loan (“LETL”) facility. The 
LETL facility is a program aimed at providing liquidity assistance in the form of interest-bearing 
term loans to large Canadian enterprises who have been (or expect to be) affected by new 
tariffs and countermeasures.   

Organizational Structure 
CEEFC reports to Parliament through the Minister of Finance. 
 
The Corporation is party to management service agreements with CDEV under section 73.1 of 
the Privacy Act. Two full-time CDEV employees are dedicated part-time to Access to Information 
and Privacy (“ATIP”) activities for CDEV and its subsidiaries, excluding TMC which has its own 
ATIP Coordinator and staff. The ATIP department consists of the ATIP Coordinator and one 
analyst. CDEV retains advice from external legal counsel and independent consultants as 
needed. CDEV currently has one independent ATIP consultant working approximately 0.25 FTEs.  

Delegation Order 
The Delegation of Authority Order (Appendix A) is reviewed annually by the head of the 
organization. The authority to approve or deny the release of departmental information requested 
under the Act is shared by the Chief Executive Officer and the ATIP Coordinator 

Performance and Highlights of the 2024-2025 Statistical Report 
During April 1, 2024 to March 31, 2025, three new requests were received in the reporting period, 
and none were carried over from the previous fiscal year. All of these requests were closed on or 
before March 31, 2025, and none were carried over to the next reporting period.  
 
The three formal requests, or 100% of all requests, resulted in no responsive records. 
All formal requests were closed within the statutory timeline, resulting in an overall timeline 
compliance rate of 100%. The closed requests were completed within 0 to 15 days. 
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No active requests are outstanding from previous reporting periods. 
 
No active complaints are outstanding from previous reporting periods, and none were received 
during the current reporting period. 
 
No consultations for other institutions were completed during this reporting period. 

Training and Awareness 
CDEV management meets regularly with the ATIP office to discuss specific requests and 
consultations as required. Management is briefed on the status of files and reporting requirements 
on a regular basis. Summaries of formal and informal ATIP requests as well as consultations and 
any complaints if any for CDEV and its subsidiaries are presented to the board of directors 
quarterly. 
 
General ATIP training is provided to all new staff and directors of CDEV and subsidiaries. The 
sessions are structured into two parts, the first being a general information session and the second 
being an in-depth briefing targeted dominantly at the offices of primary interest. 
 
Informal briefings, and one-on-ones, are scheduled as needed. The executive team is informed 
by email as soon as a new request is received. 

Policies, Guidelines, Procedures and Initiatives 
CEEFC adopted many of CDEV’s policies, guidelines and procedures during its first year of 
operation. CDEV’s privacy policy is reviewed by the board of directors regularly and amended 
as required. The privacy policy was last reviewed and updated in May 2024. 
 
There were no new and/or revised institution-specific privacy related policies, guidelines, 
procedures or initiatives implemented in the institution during the reporting period. 

Initiatives and Projects to Improve Privacy  
In addition to traditional methods of receiving requests such as mail and electronic mail, CDEV 
uses ATIP Online Management Tools (“AOMT”) to receive requests from the public. 
 
CDEV utilizes Access Pro Case Management Redaction software as needed to process requests 
and apply relevant redactions if and when necessary. 
 
CDEV’s website contains a section dedicated to Access to Information and Privacy, where 
individuals can learn about CDEV’s activities and make a request for information. CDEV’s website 
has been upgraded to meet accessibility requirements. 

Summary of Key Issues and Actions Taken on Complaints or Audits 
No complaints were filed with the Privacy Commissioner of Canada against the Corporation in 
2024-2025 and there are no active complaints outstanding from previous reporting periods. 

Material Privacy Breaches 
There were no material privacy breaches during the reporting period, and none were reported to 
the Office of the Privacy Commissioner or the Treasury Board of Canada Secretariat. 
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Privacy Impact Assessments 
During the reporting period, no required privacy impact assessments have been identified by the 
Corporation.  

Public Interest Disclosures 
No public interest disclosure was made under paragraph 8 (2)(m) of the Privacy Act in this 
reporting period. 

Monitoring Compliance 
Outstanding requests are reviewed regularly to ensure the file is current and processing times are 
met. The ATIP department holds weekly meetings to ensure that all files are being processed 
efficiently, timely and in accordance with the Act. 
 
The ATIP office uses file trackers and calendar reminders; files are kept and updated to ensure 
that all requests and their deadlines, as well as any extensions, are being accurately tracked and 
respected. Requests are reviewed to determine whether consultations and necessary and are 
taken only when required for the proper exercise of discretion or if there is an intention to disclose. 
Where information is requested and similar requests have been made, we will refer the requestor 
to these previous releases as well. 
 
AOMT is accessed every Monday and Friday by the ATIP department to make sure that all new 
requests have been noted and accounted for.
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